

  
   
  
    
      Adobe Developer
    

    
      Console
    
    

  



  
    
    
      
	  
	  	  

        
          
             
            Acrobat Enterprise
          
        
 
 
 
        
          

          
             Acrobat Desktop  Configuration
          

          
          


          

  
    
    
    
  




          
        


        
        
          
            
            
              
            
            
              	Getting Started	Acrobat Pro vs. Standard
	Tracks: Continuous or Classic?
	Product version
	License types	Serialized-license key
	Named user licensing
	Feature restricted licensing



	Installer file types
	Verifying download authenticity
	Expanding EXE packages
	Update order
	Fonts and spelling packs
	Reader distribution
	Product compatibility
	Installation best practices
	Typical deployment workflow
	Subscribing to alerts
	Acrobat trials



	Document Cloud Product Tracks	Continuous or Classic track?
	Which track should I use?	Continuous track
	Classic track
	License types
	License programs
	Can I switch tracks?



	Acrobat Professional vs. Standard
	Installer bit locations
	Continuous vs. Classic comparison	Acrobat product tracks
	Acrobat Reader tracks



	Product versioning



	64-bit Unified App Installer	Key benefits
	Unsupported features
	Installing on a clean machine
	Installing over existing products	Auto-update mode
	64-bit Acrobat over 32-bit Acrobat/Reader
	Optional components for 64-bit installs
	Install all components for 64-bit installs
	64-bit Reader over any 32-bit app
	Product compatiblity upgrade matrix	Installation via Setup.exe (Installer screens visible)
	Command line installs (silent mode)









	Basic Configuration	Accepting the EULA
	Disabling registration
	Turning off the splash page
	Disabling startup tips
	Disable upsell
	Disable in-product messaging
	Controlling updates	Default behavior
	Automation tools
	Disabling updates	Option A: Registry control
	Option B: Customization Wizard
	Option C: Cmd line property









	Advanced Configuration	Tools and tool set configuration	Tool configuration files
	Custom tools
	Example tool set list



	Preferences Synchronization (12.x and later)
	Corporate fonts & printing
	Browser integration	Internet Explorer add ins	IE config on the command line
	IE config via the registry



	Chrome PDF viewer extensions
	PDF Maker extensions



	WebMail
	AATL and EUTL certificate download
	Custom file deployment	Deployment options
	Plug-ins
	JavaScripts
	Custom Actions (macros)	Integration with other products
	Action file locations
	Shared directory configuration



	Offline Help access



	Accessing Help behind a proxy
	EMF and XPS conversion to PDF
	Customization Wizard overview



	Licensing	Overview
	Licensing requirements
	Terminology
	Named user deployment	Named user licensing	Image-based deployment



	Migrating to NUL



	Feature restricted licensing
	Serialized deployment	End of Life for serial numbers
	Migrating your serial number
	Online requirement
	Serializing an imaged OS
	Serializing via the Wizard
	Serializing via an .msi
	Serializing an .exe (bootstrapper)
	Serializing via the command line
	Serialization via the APTEE
	Activation exceptions	Activation exception 1
	Activation exception 2



	Activation behind proxys



	Licensing a trial



	Migrating to Named User Licensing	Overview	What is NUL?
	NUL and Acrobat XI
	FAQs



	Migrating serialized installs to NUL	Requirements
	Step 1: Configure proxy and firewall settings
	Step 2: Set up users and groups
	Step 3: Remove existing serial licenses	Creative Cloud Packager deployments
	Standalone (non-CCP deployments)



	Step 4: Uninstall existing products	Windows uninstalls



	Step 5: Migrate to NUL	11.x serial deployments to NUL
	Non-virtual serial deployments to NUL
	Virtual serial deployments to NUL









	Document Cloud  Services	Service control via the dashboard
	Service control on the desktop	Service plugin updates
	Non-storage services
	Cloud storage
	Service notification framework






	Setting the Default PDF Viewer	Windows	The problem
	First step
	Solution 1: DISM
	Solution 2: GPO policy
	Limitations



	Resetting the default PDF handler
	Affected ProgIDs for various products	Locking the PDF viewer






	Language Configuration	Do you need to know this?
	Custom language settings
	Installer types
	Verifying language support
	Pre-deployment configuration
	Multilanguage installers
	Machine-level details
	Post 11.x language support
	Locale and language codes



	Accessibility	Improvements
	Application configuration
	PDF creation (508 compliance)



	Sharepoint Integration	System requirements
	SharePoint Configuration
	Metadata support
	Disabling SharePoint integration	2019
	Earlier versions



	Troubleshooting



	Blocking HTTPS Endpoints	Licensing and entitlements	Licensing-activation services
	Services used for Adobe IDs
	Adobe Application Manager
	Adobe Enterprise IDs
	Adobe Genuine Integrity Service
	Adobe-hosted authentication services
	Admin Console



	Feature endpoints
	PRTK tool



	MSI and Cmd-line examples	MSI support
	MSI best practices
	MSI usage
	MSI switches
	MSI properties	Supported MSI properties
	Unsupported MSI properties



	Troubleshooting msiexec
	Bootstrapper installation
	Command line examples	Repairing the install
	Listing installed updates
	Installing Acrobat 2019 with logging
	Language selection
	Creating an AIP
	TRANSFORMS and .mst
	LEIDs and post-install prtk usage
	Silent uninstalls
	Browser integration



	Removing product features
	APTEE example for products	Continuous track	Serialization; machine online
	Un-serialization; ETLA serial license; machine online
	Un-serialization; Pro Subscription license; machine online
	Un-serialization; Standard Subscription license; machine online
	Replace an existing serial number
	Type 1 Exception; machine offline
	Type1 Exception; machine offline
	Type1 Exception; Un-serialize; machine offline
	Type 2 Exception; Command to generate prov.xml; machine offline
	Type 2 Exception; machine offline
	Type 2 Exception: Un-serialize Acrobat
	Command to suppress EULA



	Classic track	Serialization; machine online
	Un-serialization; ETLA license; machine online
	Un-serialization : Continuous (Retail/Volume) license; machine online
	Un-serialization; Pro subscription license; machine online
	Un-serialization; Standard Subscription license; machine online
	Type 1 Exception; ; machine offline
	Type1 Exception; machine offline
	Type1 Exception : Un-serialize (ETLA/Perpetual serial); machine offline
	Type 2 Exception; generate prov.xml; machine online
	Type 2 Exception; serialize Acrobat with prov.xml; machine offline
	Type 2 Exception; Un-serialize Acrobat; ETLA license
	Type 2 Exception; Un-serialize Acrobat; Continuous track & volume license
	Suppress EULA









	Adobe Properties	Installer table modification
	Install file examples	abcpy.ini (use with .msi)
	setup.ini (use with .exe)
	Command line example



	Property list



	Appendix A: Identifying Installs	Identification methods
	64-bit Acrobat Pro vs. Standard
	Licensing identifiers (LEID)	Server LEIDs



	Software identification tags (SWID)	SWID location
	List of SWIDs
	Example SWID file






	Appendix C: Preference Basics	Fundamentals
	Preference locations
	Data types
	Administrator locking
	Sample use case
	APIs and the SDK






            
          
        

        
      

    

    

        
          
          
            Enterprise Toolkit
            Console Help
            Forum  
            Mobile  
          
  
          
            Console
           
          

        

        
   
      
      
        
          
          Acrobat Desktop  Configuration
        
      


      
      
        
        
        
          



















  	 »
	Setting the Default PDF Viewer
	
        
          
        
      



  
  
      
        Next 
      
      
         Previous
      
  

  
  



          
           
            
  
Setting the Default PDF Viewer¶

Both Acrobat and Reader can reside on the same machine, and the default handler can be set in the following ways:

	Set the default handler at install time.

	Configure the installer prior to deployment via the Wizard or command line.

	After a product install, choose  Preferences > General > Select Default PDF Handler.




Windows¶

The steps below apply to all 11.x and later apps deployed on Windows 8 and above.


The problem¶

Admins often want to reliably set Acrobat and Reader as the default PDF owners on their organization’s desktops. Since Windows 8, it has become more difficult for applications to take ownership of certain filetypes. Even when admins have a method for setting a default handler (described above), once the application is installed end users can change the file type associations via the Control Panel or with Right Click > Open With. Additionally, other applications sometimes force Windows to show an application selection dialog when a user clicks on a file, thereby allowing users to select a different application for that file type. Thus, since Windows 8, admins have little control over file type associations after installing an application.




First step¶

Both configuration solutions below require an XML file associations file. You can either download the sample file association files which includes all the file types supported by Acrobat and Reader, or you can create your own XML file:

	Run an elevated command prompt on a machine that has your default application set correctly.

	Type Dism /Online /Export-DefaultAppAssociations:<XML path>\AppAssoc.xml.  This creates an XML file that has all your file types and their current associations.

	Edit the XML file to include only the file associations that you wish to enforce.




Note

You can create different files for different groups in your organization. For example, one group may use Adobe Reader as the default while another uses Acrobat.






Solution 1: DISM¶

Deployment Image Servicing and Management (DISM) is a way to enforce file type associations. While it remains difficult to prevent users from selecting alternative default applications, Microsoft addresses this problem by providing DISM as a way for admins to reinstate the defaults when a user logs off and on.

While DISM is a command-line tool that is used to mount and service Windows images before deployment, it can also be used to set file type owners on Windows 8 and above. Admins can use the default application association-servicing commands to import, export, list, and remove the settings that specify which application opens a file based on the file name extension or protocol. Microsoft provides many DISM command line options for performing these steps.


Note

Some admins have been troubleshooting issues here: https://forums.adobe.com/message/10429439#10429439






Solution 2: GPO policy¶

You can also enforce the filetype via GPO policies. Using Group policy admins can force file associations each time a user logs in. This way even if a user changes the default PDF handler in a particular session or an OS update changes it, the next time the user logs in, it will be changed back to what the admin has specified.

To set the file handler via a GPO:

	Create or download the XML file as described above.

	Place the XML on a shared network location or push this XML to all your machine-specific locations via a script. For example, C:\Windows\System32 (do not use a user-specific location).

	Set the XML configured with your preferences in a Windows Group Policy setting, and enable the setting as follows:


	Open up the Group Policy MMC (open a command prompt and type gpedit.msc) on your Server 2012 instance.

	Locate the policy under Computer Configuration\Administrative Templates\Windows Components\File Explorer\Set a default associations configuration file.  This policy specifies the path for the XML file that can be either stored locally or on a network location. This is a machine-level policy. It is not possible to create user-level policy.

	Enable the policy, and specify the location where you have stored the XML file. The corresponding registry entry is HKLM\Software\Policies\Microsoft\Windows\System\DefaultAssociationsConfiguration.









File associations will now be enforced on user logon.

Local Group Policy Editor





Set a file association configuration file








Limitations¶

	The end user machine needs to be domain-joined for this method to work.

	Users can change the file associations during the current session. However, admin settings are reinstated at next logon.

	As of 5th Feb 2016, it is a known limitation of Windows 10 that when new user is created on the machine after enforcing the GPO Policy, then on first login ownership is not set. However, the correct settings are applied on subsequent logins.








Resetting the default PDF handler¶

To make Reader the default PDF handler after installing Acrobat, find and run ADelRCP.exe in elevated mode. ADelRCP.exe is Acrobat’s PDF handler program for Windows.




Affected ProgIDs for various products¶

Reader (Continuous)¶	File Type
	ProgID

	.pdf
	AcroExch.Document.DC

	.pdfxml
	AcroExch.pdfxml

	.acrobatsecuritysettings
	AcroExch.acrobatsecuritysettings

	.fdf
	AcroExch.FDFDoc

	.xfdf
	AcroExch.XFDFDoc

	.xdp
	AcroExch.XDPDoc

	.pdx
	PDXFileType

	.api
	AcroExch.Plugin

	.secstore
	AcroExch.SecStore



Acrobat (Continuous)¶	File Type
	ProgID

	.pdf
	Acrobat.Document.DC

	.pdfxml
	Acrobat.pdfxml

	.acrobatsecuritysettings
	Acrobat.acrobatsecuritysettings

	.fdf
	Acrobat.FDFDoc

	.xfdf
	Acrobat.XFDFDoc

	.xdp
	Acrobat.XDPDoc

	.pdx
	PDXFileType

	.api
	Acrobat.Plugin

	.secstore
	Acrobat.SecStore

	.sequ
	Acrobat.Sequence

	.rmf
	Acrobat.RMFFile

	.bpdx
	AcrobatBPDXFileType



Reader (Classic)¶	File Type
	ProgID

	.pdf
	AcroExch.Document.2020 (version 2020 only)

	.pdf
	AcroExch.Document.2017 (version 2017 only)

	.pdf
	AcroExch.Document.2015 (version 2015 only)

	.pdfxml
	AcroExch.pdfxml

	.acrobatsecuritysettings
	AcroExch.acrobatsecuritysettings

	.fdf
	AcroExch.FDFDoc

	.xfdf
	AcroExch.XFDFDoc

	.xdp
	AcroExch.XDPDoc

	.pdx
	PDXFileType

	.api
	AcroExch.Plugin

	.secstore
	AcroExch.SecStore



Acrobat (Classic)¶	File Type
	ProgID

	.pdf
	Acrobat.Document.2020 (version 2020 only)

	.pdf
	Acrobat.Document.2017 (version 2017 only)

	.pdf
	Acrobat.Document.2015 (version 2015 only)

	.pdfxml
	Acrobat.pdfxml

	.acrobatsecuritysettings
	Acrobat.acrobatsecuritysettings

	.fdf
	Acrobat.FDFDoc

	.xfdf
	Acrobat.XFDFDoc

	.xdp
	Acrobat.XDPDoc

	.pdx
	PDXFileType

	.api
	Acrobat.Plugin

	.secstore
	Acrobat.SecStore

	.sequ
	Acrobat.Sequence

	.rmf
	Acrobat.RMFFile

	.bpdx
	AcrobatBPDXFileType




Locking the PDF viewer¶

Admins can prevent end users from changing the setting by using the HKLM feature lockdown preference DisablePDFHandlerSwitching.


Note

This does not prevent users from changing PDF ownership using Windows Explorer.
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