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Produktiem raksturīgie noteikumi pamata un vidējās izglītības (K-12) un augstākās izglītības iestādēm 
par studentu datiem 

 
Pēdējo reizi atjaunināta: 2025. gada 3. novembrī. Aizstāj visas iepriekšējās versijas. 

 
Šie produktiem raksturīgie noteikumi pamata un vidējās izglītības (K-12) un augstākās izglītības iestādēm par studentu 

datiem (turpmāk tekstā — Noteikumi par Studentu datiem) ir saistoši uzņēmumam Adobe un Klientam un regulē to 

Studentu datu privātumu, kurus Lietotāji Adobe produktu un pakalpojumu (turpmāk tekstā — Pakalpojumi) lietošanas 

un izvietošanas laikā iesniedz uzņēmumam Adobe par Studentiem, kuri ir reģistrēti prasībām atbilstošajās Skolās 

pamata un vidējās izglītības (K-12) vai augstākās izglītības iestādēs. Ja Klients instalē, lieto Pakalpojumus vai piekļūst 

tiem, vai atļauj jebkurai Skolai vai Lietotājam instalēt, lietot Pakalpojumus vai piekļūt tiem, Klients: i) piekrīt 

Noteikumiem un ii) apliecina un garantē, ka: a) Noteikumi atbilst viņa saistībām, kas izriet no piemērojamajiem 

likumiem un noteikumiem, kā arī attiecīgajām Klienta, Skolas un vietējām politikām, b) Klients ir tiesīgs uzņemties 

Noteikumos izklāstītās saistības attiecībā uz jebkuru Skolu, kura izmanto Klienta licencētos Pakalpojumus, un c) Klients 

apņemas gādāt, lai jebkura Skola vai Lietotājs, kas izmanto Klienta licencētos Pakalpojumus, ievērotu Noteikumus. Ja 

Klients nepiekrīt Noteikumiem, tad Klients nedrīkst izmantot Pakalpojumus vai atļaut Skolai vai Lietotājam izmantot 

Pakalpojumus. Persona, kura veic tiešsaistes reģistrāciju Klienta vārdā, apliecina un garantē, ka ir tiesīga uzņemties 

šajos Noteikumos izklāstītās saistības attiecībā uz Klientu. 

 
Šie Noteikumi par studentu datiem atsauces veidā ir ietverti Adobe Vispārīgajos lietošanas noteikumos (turpmāk 

tekstā — Vispārīgie noteikumi vai TOU), kas ir pieejami šeit: https://www.adobe.com/lv/legal/terms.html. Šie 

Noteikumi par Studentu datiem, Vispārīgie noteikumi un Adobe Value Incentive Plan noteikumi un nosacījumi vietnē 

https://www.adobe.com/lv/howtobuy/buying-programs/vip-terms.html (turpmāk tekstā — VIP noteikumi) turpmāk 

šajā dokumentā tiek dēvēti par Noteikumiem. Ciktāl šie Noteikumi par studentu datiem ir pretrunā ar Vispārīgajiem 

noteikumiem, VIP noteikumiem vai Adobe Privātuma politiku (kas ir pieejama vietnē 

https://www.adobe.com/lv/privacy/policy.html), noteicošie ir šie Noteikumi par studentu datiem. Šeit nedefinētajiem 

terminiem ar lielo sākumburtu ir tāda pati nozīme kā Vispārīgajos noteikumos. 

 

1. Definīcijas 

 
1.1. Klients šo Noteikumu par studentu datiem izpratnē ir klients, kas jūsu pasūtījuma dokumentācijā ir norādīts kā 

Pakalpojumu pasūtītājs un kas var būt Skola vai cita atbilstīga persona (piemēram, izglītības aģentūra vai iestāde 

(saskaņā ar FERPA definēto), savstarpēji saistītas skolas vai BOCES iestāde Amerikas Savienotajās Valstīs), kas pasūta 

Pakalpojumus vienīgi Skolas vārdā. Šajos Noteikumos par studentu datiem termins “Klients” attiecas arī uz Skolu vai 

Skolām, kā vārdā Klients pasūta Pakalpojumus, ja Klients nav Skola. 

 
1.2. Pieaugušais students ir Students, kurš ir sasniedzis piemērojamajā jurisdikcijā likumā noteikto pilngadības 

vecumu. Amerikas Savienotajās Valstīs šis termins attiecas arī uz jebkāda vecuma studentu, kurš apmeklē pēc 

vispārējās vidējās izglītības apgūstamās arodizglītības iestādi. 

 
1.3. Skola ir noteiktajām prasībām atbilstošā pamata vai vidējās izglītības iestāde, kas ir sīkāk aprakstīta šeit: 

www.adobe.com/go/primary-secondary-institution-eligibility-guidelines_lv, vai pēc vispārējās vidējās izglītības 

apgūstamās arodizglītības iestāde, kas ir aprakstīta šeit: https://helpx.adobe.com/lv/x-productkb/policy-

pricing/education-faq.html. Piemēram, Amerikas Savienotajās Valstīs K-12 izglītības iestāde, koledža vai universitāte 

ir Skola. 

 
1.4. Students ir persona, kas ir reģistrēta Skolas nodarbību apmeklētāju sarakstā. 

 

1.5. Studentu līdzekļi ir faili, dati un saturs, ko Studenti radīja vai izveidoja, izmantojot Pakalpojumus atbilstoši šiem 

Noteikumiem, izņemot jebkuru bāzes Adobe programmatūru un/vai Pakalpojumus. 

https://www.adobe.com/lv/legal/terms.html
https://www.adobe.com/lv/howtobuy/buying-programs/vip-terms.html
https://www.adobe.com/lv/privacy/policy.html
https://helpx.adobe.com/lv/enterprise/using/primary-and-secondary-institution-eligibility-guidelines.html
https://helpx.adobe.com/lv/x-productkb/policy-pricing/education-faq.html
https://helpx.adobe.com/lv/x-productkb/policy-pricing/education-faq.html
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1.6. Studentu dati ir Studentu personas informācija un Studentu līdzekļi. Studentu dati neietver informāciju, ko Adobe 

saņēma citā veidā, nevis sniedzot Pakalpojumus saskaņā ar Noteikumiem. 

 
1.7. Studentu personas informācija ir informācija, kuru Pakalpojumos nodrošina Skola, Lietotājs, vecāks vai likumīgais 

aizbildnis vai kuru Adobe ievāca Pakalpojumu lietošanas laikā saskaņā ar šiem Noteikumiem un kuru var izmantot, lai 

identificētu konkrētu Studentu vai sazinātos ar konkrētu Studentu, vai kura atsevišķi vai kopā ir saistīta vai ir saistāma 

ar konkrētu Studentu, lai Skolas kopienā pamatoti esoša persona bez zināšanām par attiecīgajiem apstākļiem varētu 

ar pamatotu pārliecību identificēt Studentu, vai kura citādi būtu uzskatāma par personu identificējošu informāciju 

attiecībā uz Studentu saskaņā ar spēkā esošajiem likumiem. Ciktāl ir attiecināmi ASV likumi, Studentu personas 

informācija var ietvert izglītības datus atbilstoši šī termina definīcijai federālajā likumā par ģimenes tiesībām uz 

izglītības datiem un privātās dzīves aizsardzību (ASV likumu kodeksa 20. daļas 1232. panta g) punkts).  

 
1.8. Lietotājs ir Students, kuru Klients pilnvaroja izmantot Pakalpojumus, vai persona, kuru nodarbina Klients vai Skola 

un kuru Klients pilnvaroja izmantot Pakalpojumus Skolas labā, piemēram, pasniedzēji un Skola vai arī savstarpēji 

saistīto skolu administratori vai darbinieki. 

 

 

2. Piedāvājuma izvietošana. Tikai Enterprise ID vai Federated ID 

 
2.1. Izvietošana. Klients drīkst pasūtīt Pakalpojumus tikai Skolas vārdā un Pakalpojumu izvietošanai izmantot tikai 

Enterprise ID vai Federated ID. Enterprise ID vai Federated ID izmantošana ir būtiska, lai Adobe varētu izpildīt saistības 

attiecībā uz Studentu privātumu. Turklāt, izmantojot Enterprise ID vai Federated ID, Klients patur kontroli pār 

Pakalpojumiem un Studentu datiem, kas ir iesniegti vai ģenerēti Pakalpojumos. Ja izvietošana Lietotājam tika veikta, 

izmantojot Adobe ID atsevišķam lietotājam, visas Adobe saistības par Studentu datu lietošanu un aizsardzību tiek 

anulētas un Klientam ir jāaizstāv Adobe tiesā un jāatlīdzina maksas attiecībā uz prasībām par privātumu vai citām 

prasībām par Pakalpojumu licences izvietošanu, kas tika veikta, izmantojot Adobe ID atsevišķam lietotājam. Plašāka 

informācija par ID veidiem ir pieejama šeit: https://helpx.adobe.com/lv/enterprise/using/edu-deployment-

guide.html. 

 
2.2. Pakalpojumu izmantošana Klients ievēro piemērojamās Noteikumu klauzulas, tostarp, bet ne tikai, klauzulas, kas 

reglamentē Pakalpojumu lietošanu pieņemamā veidā, un gādā, lai minēto ievēro arī visi Pakalpojumu Lietotāji. Klients 

atbild par Noteikumu pārkāpumiem, ko izdara Skolas vai Lietotāji. 

 
 

3. Klienta pilnvarošana un datu īpašumtiesības 

 
3.1. Piekrišanas un pilnvaras saistībā ar Studentu datiem. Izmantojot Pakalpojumus un piedāvājot Pakalpojumus 

Lietotājiem, Klients apliecina un garantē, ka viņš: i) ir pilnvarots: a) iesniegt Studentu datus uzņēmumam Adobe, 

b) pilnvarot uzņēmumu Adobe vākt Studentu datus, izmantojot Pakalpojumus, un c) atļaut uzņēmumam Adobe 

Pakalpojumu sniegšanas nolūkā apstrādāt Studentu datus, kā arī ii) ir sniedzis savām Skolām, Lietotājiem, 

Pieaugušajiem studentiem, Studentu vecākiem vai likumīgajiem aizbildņiem vai jebkurai citai personai, kā tas ir 

nepieciešams, atbilstošu informāciju par to, kā Skolas, Studenti un Lietotāji izmanto Pakalpojumus, un saņēmis 

piekrišanu no minētajām personām attiecībā uz šo informāciju tiktāl, ciktāl šāda informācija vai piekrišana ir 

nepieciešama, pamatojoties uz piemērojamajiem tiesību aktiem, Klienta vai Skolas līgumiem vai Klienta vai Skolas 

politikām. 

 
3.2. Īpašumtiesības un kontrole. Adobe piekļūst Studentu datiem un apstrādā tos, lai nodrošinātu Pakalpojumus, kā 

aprakstīts šajos Noteikumos. Adobe un Klienta līgumattiecībās Klientam pieder visas tiesības un īpašumtiesības uz 

visiem Studentu datiem, ko Adobe apstrādā saskaņā ar Noteikumiem, un Klients pārvalda visus minētos datus. 

Uzņēmumam Adobe nav nekādu īpašumtiesību vai licences uz šādiem Studentu datiem, un Adobe nepārvalda minētos 

https://helpx.adobe.com/lv/enterprise/using/deployment-home.html
https://helpx.adobe.com/lv/enterprise/using/deployment-home.html
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datus, izņemot ar nolūku sniegt Pakalpojumus un ar citiem nolūkiem, kas ir aprakstīti Noteikumos. 

 

 

4. Likumu ievērošana 

 

4.1. ASV federālo un štatu likumu ievērošana. Katra puse apņemas pildīt tās pienākumus saskaņā ar piemērojamajiem 
federālajiem un štatu likumiem, kas reglamentē Studentu personas informāciju, tostarp, bet ne tikai, štatu statūtiem 
par studentu privātumu, federālo likumu par ģimenes tiesībām uz izglītības datiem un privātās dzīves aizsardzību 
(turpmāk tekstā — FERPA) (ASV likumu kodeksa 20. daļas 1232. panta g) punkts), grozīto federālo likumu par Studentu 
tiesību aizsardzību (turpmāk tekstā — PPRA) (ASV likumu kodeksa 20. daļas 1232. panta h) punkts), likumu par bērnu 
privātās dzīves aizsardzību tiešsaistē (turpmāk tekstā — COPPA) (ASV likumu kodeksa 15. daļas 6501.–6502. pants) un 
noteikumiem, kas izsludināti saskaņā ar FERPA, PPRA un COPPA. 

 
i. FERPA ievērošana. Ciktāl uz Klientu attiecas FERPA, Adobe vāc un apstrādā Studentu datus, rīkojoties kā skolas 

amatpersona ar likumīgām izglītības interesēm, kā šie termini ir definēti FERPA un šī likuma īstenošanas 

noteikumos. Adobe apņemas ievērot piemērojamos ierobežojumus un prasības, kas attiecībā uz skolas 

amatpersonām ir noteiktas ASV federālo likumu kodeksa 34. daļas 99.33. panta a) punktā. 

 
ii. COPPA ievērošana. Ja Klients atrodas Amerikas Savienotajās Valstīs vai citādi attiecas COPPA, tiktāl, ciktāl Klients 

atļauj Studentiem, kas jaunāki par 13 gadiem, piekļūt Pakalpojumiem vai jebkādai citai Adobe lietotnei Skolas vai 

Studentu lietošanai un labumam, Klients apliecina un garantē, ka viņš ir pilnvarots sniegt šādu piekrišanu saskaņā 

ar COPPA un atļaut Adobe vākt informāciju no Studentiem, kas ir jaunāki par 13 gadiem, un apstrādāt minēto 

informāciju Noteikumos aprakstītajiem nolūkiem. Laiku pa laikam uzņēmums Adobe var sniegt Klientam 

informāciju par uzņēmuma praksēm saistībā ar Studentu personas informācijas vākšanu, izmantošanu un 

izpaušanu, un Klientam ir jānodod šī informācija vecākiem, kā tas ir noteikts COPPA. Klienta pienākums ir 

nodrošināt, ka viņa veiktā Pakalpojumu konfigurācija, kā arī Pakalpojumu funkcijas un funkcionalitāte, kurām ir 

atļauts piekļūt Studentiem, kas ir jaunāki par 13 gadiem, ir piemērotas lietošanai saskaņā ar COPPA; tas attiecas 

tostarp uz izvietošanu, kā tas ir aprakstīts iepriekš 2.1. sadaļā. 

 
4.2. Piemērojamo likumu ievērošana. Uz Klientu un Pakalpojumu lietošanu var attiekties arī tās jurisdikcijas likumi un 

noteikumi, kurā atrodas Klients. Klients ir pilnībā atbildīgs par to, lai nodrošinātu Pakalpojumu lietošanu saskaņā ar 

piemērojamajiem vietējiem likumiem. It īpaši Klienta pienākums ir: i) noteikt, vai juridiskas saistības, kas izriet no 

šādiem vietējiem likumiem un noteikumiem, attiecas uz Pakalpojumu lietošanu un izvietošanu, ii) iegūt visas 

nepieciešamās piekrišanas no vecākiem, likumīgajiem aizbildņiem vai Pieaugušajiem studentiem, cik lielā mērā šādas 

piekrišanas ir nepieciešamas, un iii) konfigurēt Pakalpojumus tā, lai tie tiktu izvietoti Skolās un būtu pieejami 

Studentiem un citiem Lietotājiem veidā, kas atbilst šiem piemērojamajiem vietējiem likumiem. 

 
4.3. Papildu SOPPA noteikumi K-12 Skolām Ilinoisā. Papildu noteikumi K-12 Skolām, kas atrodas Ilinoisā, ir pieejami 

vietnē https://www.adobe.com/go/EDU_Supp_Illinois_Terms_lv un attiecas tikai uz K-12 skolām Ilinoisā. Noteikumos 

par studentu datiem šie papildu noteikumi ir iekļauti atsauces veidā.  

 

4.4. Informācija K-12 Skolām Ņujorkas štatā. Ja atrodaties Ņujorkas štatā, lūdzu, sazinieties ar Adobe pa e-pastu 

nysk12@adobe.com, lai noskaidrotu papildu noteikumus, kas ir piemērojami Ņujorkas štatā. 

 

 

5. Studentu datu lietošana 

 
5.1. Aizliegtie Studentu datu lietošanas veidi. 

 
i. Aizliegums pārdot vai iznomāt Studentu datus. Adobe nepārdod, neizpauž, nenodod, nekopīgo un neiznomā 

Studentu datus nevienai personai, kas nav Klients, Skola, Students, vecāks vai likumīgais aizbildnis, izņemot 

https://www.adobe.com/go/EDU_Supp_Illinois_Terms
mailto:nysk12@adobe.com
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Noteikumos aprakstītos ierobežotos apstākļus. 

 

ii. Studentu datu nelietošana mērķorientētai reklāmai vai mārketingam. Izņemot 5.2. sadaļā norādīto, Adobe 

neizmanto Studentu datus: a) nolūkā īstenot informatīvu vai tiešu mērķorientētu tiešsaistes reklamēšanu vai 

mārketingu, kas ir paredzēts Studentiem, vecākam vai likumīgajam aizbildnim, b) nolūkā vākt datus un veidot 

Studenta profilu, izņemot Pakalpojumu sniegšanas nolūkā, vai c) nolūkā īstenot citu komerciālu mērķi. Skaidrības 

labad Klients apzinās un piekrīt, ka Adobe drīkst īstenot tirdzniecību vai reklamēšanu, neizmantojot Studentu datus, 

tostarp attiecībā uz: 1) vecākiem, likumīgajiem aizbildņiem, Studentiem un/vai Klienta vai Skolas darbiniekiem vai 

citām personām, un 2) gadījumos, kad šo darbību pamatā ir Studenta skatāmā domēna vai satura konteksts 

Studenta tābrīža tiešsaistes apmeklējuma vietā, taču ar nosacījumu, ka šāda reklāma vai mārketings nav balstīts uz 

Studenta tiešsaistes darbībām, kas tika apkopotas Pakalpojumu lietošanas gaitā. 

 
5.2. Atļautie Studentu datu lietošanas veidi. 

 

i. Pakalpojumu sniegšana. Neatkarīgi no 5.1. sadaļā minētā Adobe drīkst izmantot, pārsūtīt, izplatīt, modificēt, 

atveidot, rādīt, apstrādāt un glabāt Studentu datus tikai: a) Pakalpojumu sniegšanas nolūkos, kā ir paredzēts 

Noteikumos, b) Adobe vietņu, pakalpojumu un lietotņu uzturēšanas, atbalstīšanas, novērtēšanas, analizēšanas, 

diagnostikas, uzlabošanas un pilnveidošanas nolūkos, kā ir atļauts piemērojamajos likumos un saskaņā ar 

Vispārīgajiem noteikumiem, c) Adobe tiesību īstenošanas nolūkos, kā ir atļauts Noteikumos, d) veidā, kas ir atļauts 

vecāka, likumīgā aizbildņa, Pieaugušā studenta, Skolas, Lietotāja vai Klienta piekrišanā, un e) citos veidos, kā ir 

atļauts piemērojamajos likumos. 

 
ii. Informācijas kopīgošana/publicēšana, ko veic Studenti. Lūdzu, ievērojiet, ka atkarīgi no Klienta vai Skolas 

izmantotajām funkcijām un funkcionalitātes dažas Pakalpojumu funkcijas var atļaut Lietotājiem kopīgot vai 

publicēt informāciju, tostarp Studentu datus, publiskā forumā. Klienta un Skolas administratīvajiem Lietotājiem ir 

jārīkojas piesardzīgi, kad šie Lietotāji pielāgo atļaujas un funkcijas, kurām var piekļūt, izmantojot Adobe Admin 

Console, un jāgādā, lai šādas atļaujas un funkcijas būtu konfigurētas atbilstoši Klienta, Skolas, Studentu un citu 

lietotāju lietošanai. 

 
iii. Adaptīva/pielāgota Studentu mācīšanās un ieteikumi. Neatkarīgi no jebkādiem citiem pretējiem noteikumiem, 

kas ir izklāstīti šeit, Klients piekrīt, ka Adobe drīkst izmantot Studentu datus, lai: a) īstenotu adaptīvas vai pielāgotas 

studentu mācīšanās mērķus un b) sniegtu vecākiem, likumīgajiem aizbildņiem un Klienta vai Skolas darbiniekiem 

ieteikumus par izglītības produktiem vai pakalpojumiem, ja ieteikumi nav pilnībā vai daļēji balstīti uz trešās 

personas samaksu vai citu apsvērumu. 

 
iv. Konta uzturēšana. Ja to pieļauj likums, Adobe drīkst izmantot Studentu datus, lai sūtītu e-pasta ziņojumus vai citus 

paziņojumus Lietotājiem par viņu kontu un Pakalpojumu darbību un izmantošanu, piemēram, sniedzot atbildi uz 

Lietotāju, vecāku vai likumīgo aizbildņu īpašajiem pieprasījumiem. 

 

 

6. Deidentificētie dati. 

 
6.1. Anonimizētu datu izmantošana. Neatkarīgi no jebkādiem citiem pretējiem noteikumiem, kas ir izklāstīti šeit, 

Klients piekrīt, ka Adobe drīkst lietot un glabāt deidentificētos datus. Deidentificētie dati ietver: i) Studentu datus, no 

kuriem ir noņemti visi tiešie un netiešie identifikatori, un tādēļ nav pamata uzskatīt, ka informāciju var izmantot 

personas identificēšanai, un ii) datus, kas saistīti ar piekļuvi Pakalpojumiem un to lietošanu. Deidentificētos datus 

drīkst izmantot jebkādam likumīgam mērķim, tostarp, bet ne tikai, lai izstrādātu, pētītu un uzlabotu ar izglītību saistītas 

vietnes, pakalpojumus vai lietotnes, demonstrētu Pakalpojumu efektivitāti, iespējotu Adobe mārketinga, 

reklamēšanas vai citas komerciālas darbības, kā arī informētu par tām un ietekmētu tās. Ja vien tas nav atļauts vai 

noteikts likumā, Adobe apņemas nemēģināt atkārtoti identificēt šādus datus. Uzņēmumam Adobe nav pienākuma 

dzēst deidentificētos datus. 
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7. Studentu datu paturēšana un dzēšana 

 
7.1. Dzēšana, izmantojot Adobe Admin Console. Klients drīkst piekļūt Studenta kontam, izmantojot Adobe Admin 

Console. Klients drīkst izmantot Adobe Admin Console, lai pielāgotu atļaujas un funkcijas, kā arī modificētu vai dzēstu 

Studentu datus visa termiņa laikā, tostarp pēc Studenta, vecāka vai likumīgā aizbildņa pieprasījuma. Klients atbild par 

Studentu datu dzēšanu Pakalpojumos vai noņemšanu no tiem, kad minētie dati vairs nav nepieciešami izglītības 

nolūkiem un/vai konta darbība vai Klienta līgums ar Adobe ir izbeigts. 

7.2. Studentu datu paturēšana. Studentu personiskie konti. Kad konta darbība vai Klienta līgums ar Adobe ir izbeigts, 

Adobe patur Studentu datus saprātīgu laika posmu, lai Studenti varētu lejupielādēt un saglabāt Studentu līdzekļus 

personiskajā kontā. Ja Klients vai Students nav dzēsis vai noņēmis Studenta datus, izmantojot Adobe Admin Console, 

Adobe iznīcina vai dzēš Studentu datus, kad tie vairs nav vajadzīgi nolūkam, kuram tie bija iegūti. 

 

 

8. Atļautie datu izpaušanas veidi 
 

8.1. Trešās personas pakalpojumu sniedzēji. Adobe drīkst laiku pa laikam piesaistīt trešās personas pakalpojumu 

sniedzējus, kas sniedz papildu pakalpojumus, lai atbalstītu šeit minētos Pakalpojumus. Klients apzinās un piekrīt, ka 

uzņēmums Adobe drīkst tā apakšuzņēmējiem, pakalpojumu sniedzējiem, pilnvarotajiem pārstāvjiem un aģentiem 

piešķirt piekļuvi Studentu datiem, ja šo personu vajadzība piekļūt šai informācijai ir likumīga un ir saistīta ar šo personu 

pienākumiem sniegt pakalpojumus uzņēmumam Adobe un uz šādu piekļuvi attiecas līguma noteikumi par datu 

aizsardzību. 

 
8.2. Trešo pušu izstrādātāji. Atkarībā no Klienta vai Skolas funkciju un iestatījumu konfigurācijas, noteiktu 

pievienojumprogrammu funkciju trešo pušu izstrādātāji var apkopot informāciju, izmantojot Studentu pakalpojumu 

lietošanu, tostarp Studentu datus. Trešo pušu izstrādātājiem ir atļauts izmantot apkopotos Studentu datus tikai 

izglītības nolūkos saskaņā ar Noteikumiem. 

 

8.3. Izmaiņas vadībā. Ja Adobe pilnībā vai daļēji pārdod, atsavina vai nodod uzņēmējdarbības aktīvus trešajai personai, 

Adobe drīkst nodot Studentu datus šai trešajai personai ar nosacījumu, ka: i) šī trešā persona piekrīt nodrošināt un 

uzturēt Pakalpojumus, ievērojot vismaz tikpat stingrus datu privātuma standartus, kā ir aprakstīts šeit, vai ii) Adobe 

iesniedz Klientam paziņojumu un nodrošina iespēju atteikties no Studentu datu pārsūtīšanas. Saskaņā ar 8.2. sadaļu ir 

pietiekami sniegt paziņojumu Klientam (nevis tā Skolām attiecīgajā gadījumā). 

 

 

9. Pieprasījumi par piekļuvi Studentu datiem 

 
9.1. Vecāku pieprasījumi par piekļuvi. Klients nosaka saprātīgas procedūras, ar kuru starpniecību vecāks, likumīgais 

aizbildnis vai atbilstīgs Students drīkst pieprasīt piekļuvi Pakalpojumos ģenerētajiem Studenta datiem, kā arī labot vai 

dzēst minētos datus. Pēc klienta pieprasījuma Adobe pēc nepieciešamības sadarbojas ar Klientu un tā Skolām, lai 

atvieglotu šādu piekļuvi. 

 
9.2. Trešās personas piekļuves pieprasījumi. Ja trešā persona, tostarp tiesībaizsardzības un valsts iestādes, sazinās ar 

Adobe un pieprasa Studentu datus, Adobe novirza šo trešo personu ar datu pieprasījumu tieši pie Klienta, izņemot 

gadījumu, kad Adobe pamatoti un godprātīgi uzskata, ka šāda piekļuve ir nepieciešama, lai ievērotu juridisku 

pienākumu, īstenotu juridisku procesu vai aizsargātu Adobe lietotāju, darbinieku vai citu personu tiesības, īpašumu vai 

personisko drošību. 
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10. Datu drošība. Drošības notikumi 

 
10.1. Skolas pienākumi. Klients, tā Skolas un Lietotāji īsteno saprātīgus piesardzības pasākumus, lai aizsargātu 

lietotājvārdus, paroles un jebkādus citus veidus, kā piekļūt Pakalpojumiem un Studentu datiem. Klients nekavējoties 

iesniedz uzņēmumam Adobe paziņojumu vai nodrošina, ka šādu paziņojumu nekavējoties iesniedz Skola, par visiem 

gadījumiem, kad ir konstatēta nesankcionēta piekļuve Klienta vai Skolas kontam un/vai Adobe sistēmām vai 

pakalpojumiem vai pastāv aizdomas par šādu piekļuvi. Klients un Skolas apņemas palīdzēt uzņēmumam Adobe 

izmeklēt jebkādus atgadījumus saistībā ar nesankcionētu piekļuvi Adobe sistēmām un reaģēt uz šādiem atgadījumiem. 

 
10.2. Adobe pienākumi. Lai aizsargātu Studentu datus, uzņēmums Adobe ir ieviesis saprātīgus administratīvos, 

tehniskos un fiziskos drošības kontroles līdzekļus un ir nodrošinājis datu privātuma un drošības apmācību 

darbiniekiem, kuriem ir piekļuve Studentu datiem vai attiecīgajiem sistēmas kontroles līdzekļiem. Tomēr, neskatoties 

uz mūsu centieniem, neviens drošības līdzeklis nav 100 % efektīvs, tāpēc Adobe nevar nodrošināt vai garantēt 

informācijas drošību. Ja uzņēmums Adobe konstatē, ka Studentu personas informācijai, ko tas ir savācis vai saņēmis, 

izmantojot Pakalpojumus, ir piekļuvusi nepilnvarota persona (turpmāk tekstā — Drošības notikums), Adobe 

nekavējoties paziņo par to Klientam (Klienta un tā Skolu vārdā) un saprātīgi sadarbojas ar Klienta un tā Skolām, 

minētajām personām īstenojot drošības notikuma izmeklēšanu. Ja Klients vai Skola konstatē, ka Drošības notikums 

ietekmē Studentu personas informāciju veidā, par kuru saskaņā ar piemērojamiem likumiem ir jāziņo trešām 

personām, atbildību par šādu paziņojumu sūtīšanu uzņemas Klients un tā Skola, ja vien uzņēmums Adobe un Klients 

nav rakstiski vienojušies citādi. Ja vien likumā nav noteikts citādi, uzņēmums Adobe nesniedz tiešus paziņojumus par 

Drošības notikumu personām, kuru personas dati tika skarti, vai šo personu vecākiem vai likumīgajiem aizbildņiem, kā 

arī regulatīvajām aģentūrām vai citām iestādēm, iepriekš nesniedzot rakstisku paziņojumu Klientam. Atsauces uz 

terminu “Klients” šajā 10.2. sadaļā nozīmē tikai Klientu. 

 

 

11. Pārējie noteikumi 

 
11.1. Reglamentējošais likums. Ja Klients ir ASV publiska un akreditēta pamata un vidējās izglītības (K-12) iestāde, 

tad, neievērojot konfliktējošus izteikumus Vispārīgajos noteikumos, šos Noteikumus reglamentē tā štata likumi, kurā 

atrodas Klients, izņemot kolīziju normas likumu kopumu. Visiem citiem klientiem reglamentējošais likums ir noteikts 

Vispārīgajos noteikumos. 

 

11.2.  Virsraksti. Šajos Noteikumos par studentu datiem izmantotie virsraksti ir nodrošināti tikai ērtības labad, un 

tiem nav nekādas nozīmes vai nolūka. 
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